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Promoting Digital Sectors of Bangladesh: What Role for Cross-border Data Flows?

-Presentation based on a paper by RAPID and CUTS-International



One key issue is the impact of cross-border data 
flow restrictions on digital sectors and GDP.

Data is the new gold!
The flow of data is central to digital commerce, consumer choice and connectivity.



Bangladesh’s digital sectors holds immense promise to 
drive economic growth
Growing market for e-commerce, f-commerce, digital 
payments, and online education

Increasing internet penetration: 37% of 
population use internet which is expected to rise 
further

Government’s vision and policy support: Digital 
Bangladesh to Smart Bangladesh

• Smart Citizens
• Smart Economy
• Smart Government
• Smart Society

Thriving Start-up ecosystem

• 1200+ startups operating in Bangladesh
• 200 new startups are emerging every year 
• Startups saw a total investment of US$ 804 

Mn over the last decade. 
• In 2021, more than US$ 400 Mn was raised 

in investments
• Fintech sector, logistics and mobility, e-

commerce and retail are some key sectors 
that attracted investment 

• Startups have helped to generate over 1.5 
million jobs

Source: LightCastle Partners (Bangladesh Startup 
Ecosystem 2021-22: Coming of Age)



Digital Trade
More than 50% of global trade in services are digital services.

Free flow of data is important for promoting digital sectors and exports. 



Free flow of data… 
Data can be stored 
anywhere (in local 
servers or outside 

country)

One can process 
and analyse data on 
US health services 

in Bangladesh

A medical 
researcher in the 

UK analyzing  
pathological test 
results helping 

diagnose disease 
profiles 

A student in Bangladesh 
logs into a US-based e-

learning platform to 
join a lecture delivered 
by an academic from 

Singapore

A cybersecurity 
expert based in the 

US is trying to 
resolve a security 

breach that 
happened 
elsewhere 
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Data localization: processing of and storing user data within a 
country, where the data is originated.

7



Restrictions on data flows
Restrictions may either block the transfer of data across borders (data localisation) and/or place 
conditions on the flows of data and its storage and processing. 



Data Localization: Bangladesh

In Force: Ride Sharing Service 
Guidelines 2017

Service providers must 
maintain data servers in 
Bangladesh. 

• Should preserve all data and 
information strictly within 
Bangladesh and no cross-
border transfer is allowed. 

Proposed: Draft Cloud Computing 
Policy, 2021

Cloud service providers must 
preserve data within Bangladesh

• Non-personal and non-sensitive 
data transfer is allowed only for 
backup and recovery purposes.
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Draft Data Protection Act, 2022
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Digital services are effectively second largest exports of Bangladesh

• IT/ITeS services exports are about 
$1.4 billion in 2021-22 - 15% of all 
services exports. 

• Digital services exports are made to 
80 countries by 400 enterprises. 

• The ICT sector - the next engine of 
growth with an aspirational target of 
$5 billion exports and two million 
employment by 2025. 



IT/ITeS sector accounts for >30% of net FDI inflows and 25% of the total FDI 
stock in Bangladesh

Role of data flow on the IT/ITeS sector?



Empirical evidence: data policies and digital export performance 
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Bangladesh is placed at 52nd (quite an open country) in the Data Policy Ranking (ECIPE)



Impact of Restrictions on Cross Border Data Flows on Digital Services Exports under various 
scenarios

Impact on DSE – 29% to 44% decline in digital services exports consequent to increased restrictions on data flow 
under various scenarios (could translate into 0.6%--0.9% of GDP shock)
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Data Localizations: Mixed Perspectives

• Current infrastructure and human capital are not 
ready for the requirements of data localization.

• The local data centre ecosystem would suffer from 
high operating cost

• a very restrictive CBDF policy would ultimately 
hamper the ease of doing business. 

Data flow 
restrictions could 
negatively affect 

trade and 
productivity and 

growth

• Digital platforms and data centres will help demand-
driven skill development

• Can help grow sectors like artificial intelligence (AI) 
and machine learning

Restricting cross 
border data flows 
would generate 

demand for 
specific skill sets 



Some entreprenuer told us...

“Managing data localisation 
is challenge with limited 

human resources and 
infrastructure development”

“If other countries retaliate, 
Bangladesh’s start-ups will 
face a tough time scaling 

globally.”

“If we have to take services from a local cloud 
service provider instead of leading global services 
providers, quality and cost will be a major issue”

If data localisation policy is stringent, investors may be 
discouraged impacting growth and investment opportunities.

Image source: http://atena-kronos.si/en/2018/05/03/the-international-workshop-19-20-april-2018-2/ 

“Given the likelihood of the concentration of large 
amount of data with sub-optimal security, hackers 

and other malicious actors can easily gain 
unauthorised access.”



Thriving start-up ecosystem likely to have a higher compliance 
cost for strict data localisation measures 

Increased costs: Startups may need to invest in 
additional infrastructure to comply with local data 
storage requirements, which can be expensive. 

Limited scalability: Data localisation laws can limit 
a startup's ability to expand globally. For example, 
India's data localisation laws have prevented 
companies like WhatsApp from launching its 
payments feature in the country because it 
requires local data storage.

Reduced competitiveness: Data localisation laws 
can make it harder for startups to compete with 
larger companies that have the resources to 
comply with these laws. (Example: China)

Slower innovation: Data localisation laws can slow 
down innovation by limiting access to global data 
and tools. For example, in Russia, the requirement 
for companies to store data within the country has 
led to slower adoption of cloud services, which are 
often hosted outside of Russia.

Legal risks: Non-compliance with data localisation 
laws can result in legal risks and penalties, which 
can be particularly damaging for startups. For 
example, in the EU, the General Data Protection 
Regulation (GDPR) has strict requirements for data 
protection, and non-compliance can result in fines 
of up to €20 million or 4% of a company's global 
revenue.



Cross-country 
comparison indicates 
that data localization 
policies currently 
enacted or under 
consideration will 
reduce trade volumes 
and imports and 
increase import prices 
in all these countries 
and territories. Source: ITIF 2022 (The Cost of Data Localization Policies in Bangladesh, 

Hong Kong, Indonesia, Pakistan, and Vietnam)

Figure: Projected change in import prices and trade volumes 
after five years due to restrictive data policies



Cross-country experience: many countries are moving away from 
strict data localisation measures

Vietnam, Indonesia, and India are moving away from strict data 
localization measures in their legislation

• They see the benefits of open data flows on growing their economies. 

Unlike popular perception, data centers do not create enough jobs. 
Because of the highly automated systems required at data centers, 
the actual number of jobs created is low. 

• For example, Apple set up a data center in North Carolina that only created 50 jobs. 
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Cross-border data flow: policy reversal in India

● India withdrew 'The Personal Data 
Protection Bill, 2019‘

● The law had stringent regulations on cross-
border data flows

● The Joint Committee of Parliament 
proposed 81 amendments and made 12 
recommendations

● Drafting new bill to be approved and made 
into law in 2023 

● Specific provisions or contours of the 
upcoming new Bill are not known

● Senior govt. official confirmed the new law is 
reconsidering data localization provisions

● It may allow cross-border data flows only to 
“trusted geographies” or region



Concluding Remarks
• Cross-border data flows are important for the established companies as 

well as newer tech start-ups to participate in the global digital trade 
and markets 

• An inward approach to data security can make it more vulnerable 
when the local-level capacity in protecting data from unauthorized 
access is weaker 

• Bangladesh needs to develop and upgrade ICT infrastructure before 
implementing restrictions of cross-border data flows

• Any policy in favor of data localisation and its restrictiveness needs a 
comprehensive cost-benefit analysis

• A research-based pragmatic policy towards data regulation must be 
the way forward for Bangladesh.
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THANK YOU!

www.rapidbd.org

Research and Policy Integration for Development


